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Thank you for purchasing our product. If there are any questions, or requests, please do not hesitate to
contact the dealer.

Trademark Acknowledgement

The trademarks, company names and product names contained in
this manual are the property of their respective ownddssclaimer

@ CAUTION

The default password is intended for your first login. For security, please set a strong passwc
your first login. A strong password shall include at least nine characterprizing digits, letters, ar
special characters.

To the maximum extent permitted by applicable law, the product described, with its hardware,
software, firmware and documents, is provided ondas ig basis.

Best effort has been made to verify the intég and correctness of the contents in this manual, but
no statement, information, or recommendation in this manual shall constitute formal guarantee of
any kind, expressed or implietlVe shall not be held responsible for any technical or typographical
errors in this manual. The contents of this manual are subject to change without prior notice. Update
will be added to the new version of this manual.

Use of this manual and the subsequent result shall be entirely on th&®usen responsibilityln no

evert shall we be reliable to you for any special, consequential, incidental, or indirect damages,
including, among others, damages for loss of business profits, business interruption, or loss of data or
documentation in connection with the use of this product

Video and audisurveillancecan be regulated by laws that vary from country to coun@yeck the

law in your local region before using this product surveillancepurposes.We shall not be held
responsible for any consequences resulting from illegairations of the device.

The illustrations in this manual are for refererar@y and may vary depending on the versionmodel
Thescreenshots in this manual may have been customized to meet specific requirements and user
preferences. As a result, sométhe examples and functions featured may differ from those displayed
on your monitor.

This manual is a guide for multiple product models aadtis not intended for any specific product.

Due to uncertainties such as physical environment, discrepancyexialy between the actual values
and reference values provided in this manual. The ultimate right to interpretation resides in our
company

Environmental Protection

This product has been designed to comply with the requirements on environmental proteEtiorthe
proper storage, use and disposal of this product, national laws and regulations must be observed.

Symbaos

The symbols in the following table may be found in this manual. Carefully follow the instructions indicated
by the symbols to avoid hazardosisuations and use the product properly.



Symbol Description

é Contains important safety instructions and indicates situations that could cause bt
WARNING! | injury.

@ Means reader be careful and impropgperations may causelamage or malfunatin
CAUTION! to product

@NOTE! Meansuseful or supplemental information about the use of product.
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1 Network Connection

Before accednsg a network camergalso known as IP Camera or IFGnN a PC, you need to connect the
network camera to the P@irectlywith a network cabler via a switch or router.

’ Network cable

IPC

P

Use a Shielded Twisted Pair (STP) cable to connect the network intanfabe network camera and the
PC.

Network cable Network cable
» R
\'
IPC Switch or Router PC

Use Shielded Twisted Pair (STP) cables to connect the network interfaces of the camera and the switch o
router.

2 Logn

Preparation

After you have completed the installation in accordance whthquick guide, connect the camera to power
to start it. After the camera is started, oy canaccess the camera from a PC client installed withea
browser or the client softwar&ZStation. Internet Exploi@E)is a recommended web browser. For more
information about EZStatigmefer to theEZStation User Manual

The following takesEon aMicrosoft Windows7 operating systenas an example.
Check before login
The camera isperating correctly.
The network connection betweethe PC and the camera is normal.
The PC is gtalled with Internet Explorer 10 or higher.
(Optional) The resolution is set to 1440 x 900.



Add the IP addresas atrusted site

| &[4 | x [| £ 8ing P -

BB @ v pager setey~(Toan )@

(@ Diagnose Connection Problems...
E Recpen Last Browsing Session
=1 Pop-up Blocker »
[«¢1 Manage Add-ons
&% Work Offline
ki1 Compatibility View
Compatibility View Settings
Full Screen F11
Toolbars r
Explorer Bars r
<> Developer Tools F12
Suggested Sites
@( Internet Opticns ) @
Intemet Options ™ —— BlER [(Trusted sites e - S—— S
WMIWIWIWIMI [ You can add and remove websites from this zone. All websites in
this zone will use the 2one’s security settings.
Selact a 20ne 10 view or changs securty sattings.
Add this website to the zone:
Trusted stes (hﬂp1/192.168.1.13 Add )
Websites: 6
This zone contains webstes that you @ :] Remove
trust not to damage your computer o 0 F|
your fles.
You have webstes in this zone.
-Securty level for this zone 1 .
Alowed levels for this zone: Al ‘anmmﬁumm)hdmnenm'
- | - Medium
‘IJ R ool portom dmorenor i Clear the check box —_
[ Enable Protected Mode {equires restating Intemeat Explocer)
Custom level . I Dafault lavel I
Reset all 20085 1o defack level I
@C ok D oo | s |
[



@ NOTE!

ThelP address 192.168113in this examplds the default IP addresPlease replace it with the actual addr
of your camera if it has been changed.

(Optional) Modifyuseraccesscontrol settings
Before you accedbe camera,follow the steps to st User Account Control Settingse Nevernotify.

@ T T Tzl

1) User Account Control Settings

[ESRa ™)

@uv\s?, <« All Control Panel ltems » User Accounts

) | » Control Choose when to be notified about changes to your computer
Control Panel Home

Make changes to your user accoun User Account Control helps prevent potentially harmful programs from making changes to your computer.

Adjust your compute

Manage your credentials )
Change your picture

iTell me more about User Account Control settings

Link online IDs Always notify
Mhinsceyournie emrypmn@(ﬂ,‘ Change User Account Ccntrclsemngs) e ]
o - Never notify me when:
¥ Action Center certificates ® Manage User Accounts
x Configure advanced user ®  Programs try to install software or make changes to
W Backup and Restore ProHIE propertis my computer
[ - To change your password, press Ctrl+ Alt+Del | - -
[@ Credential Manager Change my environment I make changes to Windows settings
variables
@ Desktop Gadgets |
& Display | e
B =
l| (3 Folder Options @ Not recommended. Choose this only if you need to
& HomeGroi use programs that are not certified for Windows 7
P e because they do not support User Account Control,
(&) Java
Never notify
F Mouse

M Performance Informati

3 Power Options
i Recovery =
ecoven i e Box ] ) coneel

% Sound

18 System

dows Defender

B Windows Update

Loggingln to the Web Interface

The default static IP address of the cameradi2.1681.13, and the default subnet mask is 255.255.255.0.

DHCP is turned ooy default If a DHCP serveérusedin the netvork, the IP address of your camera may
be assigned dynamicallgnd you need to use the correct IP address to lodJgethe EZXStatiorclient to
viewthe dynamiclP addres®f your camera

The following takes IE as an example to describe the login proeedu
1. Browse tothe login page by entering theorrect IP address of your camera in the address bar.

‘I L\' Failed to load ActiveX contral, clic o install latest ActiveX control. AH

2. |Ifyoulog in for the first time, follow system prompts amktall the ActiveXYou need to close your
browser to complete the installation.

@ NOTE

Tomanualiyoad the ActiveXtypehttp:// IP addres\ctiveX/Setup.exim the address baand pres
Enter.

The default password is intended for your first login. For security, please set a strong p
after your first login. A strong password shall includeeast nine characters comprising dic
letters, and special characters.

The camera protects itself from illegal access by limiting the number of failed login attelf
login fails six times consecutively, the camera locks automatically for ten minutes.




3. Privacy policy is displayed on the screen when the user logs in for the first time. After reading the
privacy policy, you need to check in the'l have read and agree to the above policy'box, then click
the'OK' button to proceed to the next step.

Privacy Policy

Privacy Policy of Uniview Technelogies

Introduction

Uniview Technologies highly emphasizes protection of users” personal information and privacy, and to this end we established this Privacy
Policy to inform users how their information is collected, used, shared, stored, and protected. With this Privacy Policy, you will get to know the ways
of processing your personal information by us. This Privacy Policy is closely related to the use of products and / services of Uniview Technologies by
you, and you shall carefully read and fully understand this Privacy Policy, and make proper choices based on your judgment accordingly, before you
use any products and/or services of Uniview Technologies. You should stop using any products and/or services of Uniview Technologies immediately
if you disagree with any content in this Privacy Policy. The use of any product and/or service of Uniview Technolagies by you will be considered that
you agree and fully understand entire content of this Privacy Policy. { "Uniview Technologies” and “we/us” referred to hereinafter all represent

"Zhejiang Uniview Technologies Co., Ltd.” )

L. Scope of Information Collection

Personal information and noen-personal information of the user, resident and yourself may be collected by us when products and/or services of
Uniview Technologies are used by you.

Personal information refers to any information that relates to certain natural person and that may be used to identify certain natural person
when combined with other information, including but not limited to name, gender, date of birth, domicile, telephone number, E-mail address,
mailing address, payment information, and personal video content.

MNon-personal information refers to, other than personal information, data that no direct connection to any specific person may by determined

by solely relying on such data, such as profession, language, zip code, area code, serial number, URL, automatically recorded access data (e.g. type of

I have read and agree to the above policy

OK Cancel

4. Ente the username and passwardnd then click.ogin For the first loginusethe default username
cadmire and passwordl2345&.

If you log in withSave Passwordelected,you do not need to enter the password each time when you
log inTo ensure security,op1 are not advised to sele8ave Password

To clear theJsernameand Passwordext boxes and th&ave Passwordheckbox, clicReset

Introduction to theWeb Interface

By default the live view window is displayathen you are loggedin to the Web interfae. The following
shows an example.

® LiveView [ Playback & Photo & Setup

Proportional Scale [~] | Main Stream | _Sub Stream | _Third Stream

No. Description

1 Menu




No. Description

PTZ control area

2 Note:
This area is available for PTZ dome cameras and PTZ cameras.

3 Live view window

4 Live view toolbar

Initial Configuration

After you log in to the device, please j@m the followinginitial configuration

ltem Description

Reconfigurethe device IP and network parameters based

1. Ethernet the actual networking

2. Log out and log immgainto the Web
using the new IP address

3. Set the system time Set the system time based on the actual situation

4. (Optiona) Set the management
server

St the management server based on the actual networking

5. (Optiona) St the server forstoring | Set the server for storing photos based on the acti
photos networking

Set the information displayed on the screen as needed,

6. St OSD )
example, time

Change the default password and addommon users as

7. (Optional)Manage users needed

Youcan watch the live videdter finishingthe initial configuration Please configure other parameters as
needed.

@ NOTE

Thedisplayed live view interfacgparameters displayed and value rangesymvary with moded.
Pleasesee theactualWeb interfacefor details

The parameters that are grayed out cannot be modified. Forattal settings, see the W
interface.

It is recommended that you change the passwavbden you are logged in the first timd-ol
detailsabout how to change a passwosheScurity.




3 Configuring Parameters

Local Parameters

Set local parameters for your PC.

@ NOTE!

Thelocal parameters may vary with modeRleasesee the actual Web ietface for details.

1. SelectSetup-CommorrLocal Parameters

—Smart
Intelligent Mark Enable W
Untriggered Target Enable W
Display Attributes |Enable o
~Video
Processing Mode Fluency Priornty W
Protocol | TCP W
—Audio
Encoding Format |G.711U v
~Recording and Snapshot
Recording Subsection By Time
Subsection Time (min) 30 |
When Storage Full (®) Overwrite Recording () Stop Recording
Total Capacity(GB) 110 |
Local Recording TS v
Files Folder [C-\Users\\W8008\Surveillance_IPC\IPCI|| Browse... | |Open |

2. Modify the settings as required. The following table describes some major parameters.



Parameter Description

Untriggered When enabled, the camera will display an-soreen mark onhe target
Target (e.g., face when face detection is enabled) and track it.
Smart Intelligent Mark ¢KAa Tdzy OUA 2y Ers? dirfe Rectir Erded ABda Leava

Ared IntrusionDetectiord Mixed-Traffic Detectios

When enabled, the attributes collected will be displayed in live view p

Dlsplay This function should be used with Intelligent > Smart > Attrib
Attributes .
Collection.
RealTime Priority: Recommended if the network is in good conditior
. Fluency Priority: Recommended if you want short time lag for
Processing video
Video Mode ' - - -
Ultra-Low Delay Recommended if you want the minimum time lag °
live video.
Protocol Sd the protocol used to transmit media streams to be decoded by the |
Subsection By Time: Duration of recorded video for each recordin
Recordin on the computer. For example, 2 minutes.
g Subsection By Size: Size of each recorfiliagtored on the computer
For example, 5M.
Record Overwrite: When the assigned storage space on the computer is
up, the camera deletes thexistingrecording files to make room fa
and Record

the new recording file.

Full Stop: Wherthe assigned ®rage space on the computer is fu
recording stops automatically.

Snapshot | Overwrite

. The save path of snapshots and recordings. The max. path length |
Files Folder bytes. If the limit is exceeded, recording or snapshot during live
will fail, and messages wdppear on the screen.

3. ClickSave

Network Configuration

Ethernet

Modify communication settings such as the IP address for the camera so that the camera can communicate
with other devices.

@ NOTE

After you have changed the IP addregsy need touse thenew IP address tlmg in.

The configurations oDNS(Domain Name Systengerver are applicablevhen the device
accessed by domain name.

StaticAddress
1. ClickSetup>Network>Network.



Obtain IP Address Static ]

IF Address 203.3.1.99
Subnet Mask 255.255.255.0
Default Gateway 203311
IPvE
IPv6 Mode Manual =
IPvE Address
Prefix Length G4

Default Gateway

MTU 1500
Port Type FE Port
Operating Made Auto-negotiation =]

SelectStaticfrom the Obtain IP Addressdrop-down list.

Enter the P address, subnet mask, and default gateway addiake surethat the IP address of the
camerais unique in the network.

4. ClickSave
PPPOE

@ NOTE!

This function is not supported by some modéMeasesee the actual model for details.

If the camera igonnected to thenetwork through Point to Pointwer Ethernet (PPPoE)ou needo select
PPPokas thelP obtainment mode.

1. ClickSetup>Network>Network.

Obtain IP Address PPPOE -
Username user
Password LTI YT TSI
IPvE

IPvE Mode Manual =]
IPwE Address

Frefix Length G4

Default Gateway

MTU 1500
Port Type FE Port
Operating Mode Auto-negotiation =

2. SelectPPPoEom theObtain IP Addressdrop-down list

3. Enter the username and passwaotbvided by youinternet ServiceProvider (ISP)
4. ClickSave



DHCP

The Dynamic Host Configuration Proto@HCP)s enabled by default when the camera is deliverea If
DHCP server is deployedtire network, the camera can automatically obtain an IP address from tHeFDH
server.

To manually configure DHCP, follow the steps below:
1. ClickSetup>Network>Network.

Obtain IP Address DHCP =
1PvE

IPv6 Mode Manual =]
IPvwE Address

Prefix Length G4

Default Gateway

MTU 1500
Port Type FE Port
Operating Maode Auto-negotiation =

2. SelectDHCHrom theObtain IP Addressdrop-down list

3. ClickSave
IPv6
1. ClickSetup>Network>Network.
IPv6
IPvE Mode Manual [=]
IPvE Address
Prefix Length 64

Default Gateway

2. BydefaultthelPv6 mode is set tManual.

Enter the IPv6 adéss, set the prefix length and default gateway. The IP address must be unique on
the network.

4. ClickSave
Wi-Fi

@ NOTE!

This function is not supported by some models, please see the actual model for detalils.
1. ClickSetup>Network>Network. Click thewi-Fitab.

Wi-Fi Mode Sniffer =
2. SelectSniffer.
3. ClickSave

Some devices can search for-Winetworks and connect.
1. SelectSetup> Network>Network. SelecWi-Fifor Wi-Fi Mode



Wi-Fi Mode [Wi-Fi W
Adaptive Streams (@ On () Off
~Network Status
Current Status Disconnected
SSID Mone
IP Address 0.0.00
Subnet Mask 0.0.0.0
Default Gateway 0.000
Strength{%) 0
~Wi-Fi Netwerk
Search
551D Channel MAC Authentication Encryption Strength(9e) | Strength(dBm)
~Wi-Fi
SSID [NVR |
Password [sssessss |
Encryption [None vl
Authentication [WPA-PSK WPAZ-PSK |
Obtain IP Address [DHCP v

2. Signal strength is displayed. Turn Adaptive Streams The page shows that there are other-Wi
networks. To search for \ARi networks again, clickearch

3. Click an SSID in the \®&fi Network list. Information about the corresponding network is displayed.
4. ClickSave
5. When Wi-Fi Modeis set toWi-Fi Hotspot the camera can function as a ¥ hotspot for othe

devices.
Wi-Fi Mode | Wi-Fi Hotspot v|
~Hotspot Settings
SsID [IPCWIFIGTC54C |
Password [sesessnee |
Channel | Automatic v|
Gateway Address [203.6.1.1 |
6. ClickSave

10



Port

= NOTE!
This function is not supported by some modéMeasesee the actual model for details.
1. ClickSetup>Network>Port.

HTTF Port 20
HTTPS Port 443
RTSP Port o4

MNete: Modifying the RTSP or server port number will cause the device to restart.

2. Configure relevant port numbers.
3. ClickSave

FTP

All snapshots (except face detection) are saveduplothe general FTP servigéier the configuration of
FTP, you will be able to upload snapshots from network cameras to the specified FTP server.

General
1. ClickSetup>StoragesFTR Go toGeneraltab.

Server Parameters

Server IP [152 162.0.150 | Upload Images ™
Part Mo. [21 | Overwrite Storage |
lsemame | | Owverwrite At{image) |1DDD
Password [ | Test
Snapshot Image
Save To), [Preset Moy, [IP Address]\, [Date]), [Hour(s)]
Root Directory
[Preset No. v| W [IP Address v| W [Date ~| W [Hour(s) v
File Name[Preset No.]-[PTZ Zoom]-[PTZ Latitude]-[PTZ Longitude] jpg
separator- |
Ma. Naming Element
1 [Preset No. v N
2 [PTZ Zoom v
3 [PTZ Latitude v]
4 [PTZ Longitude v
5 [None v W

2. Set the IP address and port for the FTP server, usezreamd passwordised to upload images tihe
FTP servesselectUpload ImagesOverwrite Storageand setOverwrite At (threshold for overwriting
imaged.Some camera models support FTP test. You may test FTP after completing FTP settings
correctly.

3. Set the pé#h for saving snapshots on the FTP server and the file name format. For example, set path as
Preset NA\IP Addresd Date\Hour(s), and set file name as Preset-RdZ ZoorPTZ LatitudéTZ
Longitude.jpg.

4. ClickSave
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Smart

This function is usetb store smpshostaken forsmart functions such as face recognititmuse smart FTP,
click Setup > System > Server > Intelligent Server and set Platform Communication Type to FTP.

1. ClickSetup>StoragesFTR Go toSmarttab.

Server Parameters

Device Mame |

Server IP [192.168.0.150 | Custom Maming Rules |
Port Mo, [21 | Convert Path intc UTF8 Format [
Username | |
Password | |

|

|

Device ID [1

Intersection I | |

Snapshot Image

Save Toy, [Preset Moy, [IP Address]y, [Date]

Root Directony
[Preset No. v| W [IP Address v| W [Date W

File Mame[Preset No.]-[PTZ Latitude]-[FTZ Longitude]-[PTZ Zoom]jpg
Separatorl- v|

Mao. Maming Element Maming Rule

1 |Preset No. v| ~
2 [PTZ Latitude v|

3 [PTZ Longitude vl

4 [PTZ Zoom vl

5 |None vl v

2. Set the IP address and port of the FTR/@e username and passworged to upload images to the
FTP server.

3. Set the path for saving snapshots on the FTP server and the file name feomatample, set path as
Preset No\\IP AddresaDateand set file name as Preset N®TZ LatitudéTZ Longitle-PTZ
Zoom.jpg.

4. ClickSave

EMail

After the configuration of #nail, when alarms are triggered, you will be able to send messages to the
specified Enail address.

1. ClickSetup>Network>Email.
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Sender

Mame

|
Address |
|

SMTP Server

SMTP Port [25

TL5/S5L (on{@Off

Snapshot Interval(s) | 2 e ttach Image

server Authentication (®0onOff

Username | |

Password | |

Recipient

|
|| Test

Mamel

Address1

Address2 || Test

|| Test

Mame3

|
|
Mame2 | |
|
|
|

Address3

2. Configure relevant parameters of the sender and the recipi€otme camera models support Email
test. You may test email after setting the recipient addréks. following table describes some major

parameters.
Parameter Description
When enabled, the -enail will beencrypted using TLS (Transport Layer Sgguor
Secure Socket Layer (SSL) to protect privacy.
TLSBSL First it tries tosend throughan SSL connectiolfi the SVTP server supports SSL, t
e-mail will be sent through the SSL connection; otherwisetries to send using
STARTTLS.

When enabld, the email will contain 3 instant snapshots as attachmeantordingto

Attach Image the Capture Interval.

Username and password of the registration email address. The password allov

Username/Passworg following specibcharacterdk Y F K Q ¢ fBH p 3 39

3. ClickSave

Port Mapping

1. ClickSetup>Network>Port. Go toPort Mappingab.
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Port Mapping & On i@ Off

Mapping Type Manual |E|
Port Type External Port External IP Address | Status
HTTP Port a0 0.000 Inactive
RT3P Port 554 0.0.00 Inactive
Server Fort 81 0.000 Inactive

2. EnablePort Mappingand select mapping type. Manual is selected, then external ports must be
configured (external IP is obtained automatically by the camera). If the configuredspoctupied,
then the Statuswill show Inactive.

3. ClickSave

DNS

1. ClickSetup>Network>DNS

Preferred DNS Server [3.882 |

Alternate DMNS Server [3.8.4.4 |

2. Set DNS server addresses.
3. ClickSave

DDNS

@ NOTE!

This function is not supported by some modétteasesee the actual model for details.

1. ClickSetup>Network>DDNS

DDMS Service (%) On () Off

DOMS Type
MO-IF
Server Address EZDDMS

Domain Mame

| |

Username | |

Password | |

Confirm | |
2. EnableDDNS Service
3. Select a DDNS typBynDNS, N@P, or EZDDNS.
4. Complete other settings includirsgrver addressjomain name, username and password.
5. ClickSave

14



P2P

2 NOTE!
This function is not available to all models.
Scan the QR code with youolrile phone (i0OS okndroid) to download the APP.
When installed, run the APP to add the camera. Please reféme@nline help in the APP f
detailed steps.

1. ClickSetup>Network>P2P

p2p () On (8 Off

Quick Add (@ On O Off

Address www.stardlive.com

Register Code AL327FTSUTTGEKKNPIGOYARHG
Device Status Offline

scn =5[]
o

2. SelectOnto enable cloud service.
3. ClickSave

SNMP

SNMPv3 is recormended when a camera needs to transfer configuration with the central server. Both
the camera and the central server should support SNMPv3.

@ NOTE!

Two options are available: SNMPv3 (default) and SNMPv2.
If you choose SNMPVv2, an onscreen message will ceyon of potential risks and ask if you w
to continue.

15



1. Click Setup> Network > SNMP

SNMP

SNMP Type SNMPv3 =

Uzername

Authentication Meode MDS

Fassword LY TSI LTITLY

Confirm LY TSI LTITLY

Encryption Mode DES

Password Ty

Confirm (I IYTITITITITTIITLY
Save

2. Select SNMPv3 and complete settings.

3. dick Save

On the SNMPV2 setting page, Read Only Community Namés used fortwo -way authentication between
acameraandthecent ral server. The defaultnameis public , and you may changeitas needed. If
you change the Read Only Community Nameyou should change it into the same one on the central
server, or the two - way authentication will not be completed.

SNMP Type E |
Read Community public
Save |
802.1x

802.1x provide authenticationto devices(e.g., camerg trying to connect to a network. Only the
authenticateddevicescanconnect the networkThis enhances security.

1. ClickSetup>Network>802.1x

802 1x @ On g Off

Protocel EAP-MDS

EAPOL Version 1 =
Username

Pazsword

Confirm
2. SelectOnandthencompleteother settings
3. ClickSave

QoS

QoS(Qualityof Service) is the ability to provide better servicedpecifiednetwork communication.

As a network security mechanism, Qe$ised toaddregsoblems like network delay and blocking.
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When the network is overloaded or congested, QoS ensures thal sgtizices are not delayed or

discarded anthatthe network runs efficiently.
1. ClickSetup > Network > QaS

Audio & Video (46 |

Alarm Report 0 |

Configuration Manage... |0 |

FTP [4 |

Save

2. Seta priority level (0-63 for each serviceAt present, Qo@llows you to assign different priority to
audio and video, alarm report, configii@an management and FTP transmissidhe greatethe value,
the higher the priority. For exampld, the value of audio and video is set to 60, alarm report and
configuration management is sév 0, and FTP is set to 4, wheetwork congestion occurs, the
priority is to ensure the smdhb running of audio and video.

3. ClickSave

@ Note:

To use QoSmake sure thahe switch support QoS mode

Adaptive Streams

= NOTE!
Adaptive Streamss not available on all models, and is enabled by default on some m&ess:
see the actual Web interface for details.
Itss recommended to enabledaptive Streamsn a poor network environment.

1. ClickSetup>Network >Wi-Fi, and setWi-Fi Modeto Wi-Fi.

Network @ Wi-Fi

WiFi Mage ' Wi-Fi v

=

I Adaptive Streams C) On @) Off I

2. EnableAdaptive Streams.
3. ClickSave.
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Image Configuration

Image Agustment

2 NOTE!
The image parameterdisplayedand value rangeallowed may vary with camera model. For 1

actual parameters and value rangesyour camera, see the Web interfacéou may move tt
sliders to adjust settings or enter valueslie text boxes directly.

ClickingDefault will restore all the default image settings.

Setting the Scene
Set image parameters to achieve the desired image effects based on live video in different scenes.
ClickSetuprlmage-Image

The scene manageent page forsomemodelsis displayed afollows, you can select the desired scene in
the drop-down list.

5cene|lndoor V|

The scene managememtageof some models is displayed fidlows, you can take the following steps to
configure the scene.

T Seenes
Mo Curre._. Scene Name Auto Switching Setup
1 a@ <Common: |E| Default Scene
2 <Common: =] &
3 <Common: =] &
4 <Common: [=] &
5 =Common:= [=] o

Current [llumination: 58 1.:\ Current Elevation: 20° 1.:\

Enable Auto Switching

ClickScenes

Select a scene, and thentsgcene switching parameters. The following table describes some major
parameters.

Column Description

Indicatesthe scene that is being used.
Note:

Current ., Select an option button to switch to the scene and display the corresponding il
parameters for he scene.

The camera switches the current scene automatically wBeable Auto Switchingds
selected.

Name of the current scene. The device provides several preset scene modes. Wh
ScendName select a scene, the corresponding image parameters aggayisd. You can adjust imag
settings according to actual needs.
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Column

Description

Commonrecommended for outdoor scenes

Indoor. recommended for indoor scenes
HighSensitivity recommended for low light environment

Highlight Compensatiocansuppress strong lightuch asheadlights on roads an
spotlight in parksRecommended for capturingehiclelicense plates.

WDRrecommeded foiscenes with higitontrastlighting, such as window, corridor, fror
dooror other scenes that are bright outside but dim inside

Customset a senenameas needed
Face:Capture faces in motiondomplicatedscenes.

Auto
Switching

Indicates whether to add a scene to the atswitching list.

Note:

If Auto Switchingis selected, the system switches to a scene automatically when
condition for svitching to the scene is met. By default the agwitching list includes the

default scene.

Setup

Click’-" to set conditions for autswitching, including schedule, illumination, and curre
elevation (angle between the PTZ and the horizontal directidh).means that
auto-switching is triggered only when illumination and the current elevation during the
time period meet the set conditions. A condition is invalid if both the start and end v

are set to O.

3. Select a scene and then cligk to set itas the default scene.

4. If auto-switching is enabled, the camera can switch to the scene automatically when the condition for
switching to a nofdefault scene is met. Otherwise, the camera remains in the default scene. When
auto-switching is not enabled, thcamera remains in the current scene.

@ NOTE!

If Auto Switching is enabled (scene settings will be unavailable), the device will switch betw

set scenes. If not, the device will stay at the current scene. The device will stay at defaul

unless the nondefault scenes are triggered.
If multiple norrdefault scenes are triggered, then the device will switch to the scene wit

minimum number (starts from 1 to 5).

Image Enhancement

@ NOTE!

This function may vary with modeBleasesee actual b interface for details.

1. ClickSetuprlmage>lmageand then clickmage Enhancement

~ Image Enhancement
Brightness

Saturation

Contrast

Sharpness

2. Use the sliders to change the settings. You may also enter
describes some major parameters.

128

128

128

128

2D Noise Reduction
3D Moise Reduction

Image Rotation
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Default

128

128

Normal

values directly. The following table



ltem Description
Set the @gree of brightness of images.
Brightness
Low brightness High brightness
The amount of a hue contained in a color.
Saturation
Low saturation High saturation
Set the degree of difference between the blackest pixel and the whitest pixel.
Contrast
Low contrast High contrast
Contrast of boundaries of objects in an image.
Sharpness
Low sharpness High sharpness
2D Noise . . . . .
Reduction Reduce the noise of imagefhe function may cause image blurring.
3D Noise| Reduce the noise of image§he function may cause motion blur (or ghosting in so
Reduction applications)
Image . .
Rotation Rotation of the image.
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